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CIMCO’s response to the Apache Log4j vulnerability 

In early December 2021, a critical vulnerability was discovered in the widely-used logging 

tool Log4j, which is normally used by software developers to record (log) user activity and 

the behavior of applications for subsequent review. 

 

The Log4j framework is Java-based and distributed free by the nonprofit Apache Software 

Foundation. https://logging.apache.org/log4j 

 

None of CIMCO’s software is based on Java, Apache, or uses the Log4j framework, and is 

therefore not affected by the Log4j vulnerability/CVE.  

 

 


